Assessing the vulnerability of supply chains using graph theory
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ABSTRACT

In today's business environment, harsher and more frequent natural and man-made disasters make supply chains more vulnerable. Supply chain disruptions now seem to occur more frequently and with more serious consequences. During and after supply chain disruptions, companies may lose revenue and incur high recovery costs. If supply chain managers were more capable of measuring and managing supply chain vulnerability, they could reduce the number of disruptions and their impact. In this research we developed an approach based on graph theory to quantify and hence mitigate supply chain vulnerability. Quantification of supply chain vulnerability aids managers in assessing the vulnerability of their supply chains (e.g., across and between supply chains, or over time) and in comparing the effectiveness of different risk mitigation strategies.
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1. Introduction

As a result of changes in the economic, business and ecological environments, modern supply chains seem to be more vulnerable than ever before, for several reasons. First, disasters have increased in number and in intensity during the last decades. Natural disasters such as droughts, floods, windstorms, hurricanes, earthquakes or tsunamis strike more often and have a greater economic impact (e.g., Munich Re, 2006). At the same time, the number of man-made disasters such as accidents, wars, terrorist attacks, strikes, or sabotage that affect supply chains has increased (e.g., Colema, 2006). The Centre for Research on the Epidemiology of Disasters (2004) has observed that disasters have increased exponentially worldwide over the past decades (Fig. 1). There is general agreement that global supply chains are suffering from the disruption of supply chain functions and reduced supply chain efficiencies (e.g., Bogataj and Bogataj, 2007; Myers et al., 2006; Tang, 2006a).

Second, today’s supply chains are more complex than they used to be. There are various reasons for supply chain complexity, such as higher levels of R&D and manufacturing outsourcing, supplier–supplier relationships in supplier networks, increased dependence on supplier capabilities, new technologies (e.g., Internet, RFID), regulatory requirements (e.g., post 9/11 security regulations such as C-TPAT, or food safety controls), shorter product life-cycles due to rapidly changing customer preferences, and international market and production expansion.

Third, supply chain executives have strived to improve their financial performance, which is measured with ratios such as return on assets (ROA). They have implemented numerous supply chain initiatives to boost revenues (e.g., increased product variety, frequent rollouts of new products), cut costs (e.g., reduced supply base, just-in-time inventory system, vendor-managed inventory) and reduce assets (e.g., outsourced manufacturing) (Craighead et al., 2007; Tang, 2006a; Wagner and Bode, 2006; Zsidisin et al., 2005). Although such efficiency-driven supply chain management measures have immense potential to make operations leaner and more efficient in a stable environment, they also make them more prone to disruptions (Hauser, 2003). All these attempts to drive cost out of supply chains have left fewer buffers; hence there is less margin of error for supply chains and should a major disruption occur, it comes at a stratospheric cost (Lee, 2004).

Fourth, with competition becoming fiercer, competitive pressures often force companies to assume more “calculated risks” (Svensson, 2002)—risks that managers must accept in order to improve competitiveness, reduce costs and improve profitability. However, the downside potential of the “calculated risks” could have adverse consequences that jeopardize the whole supply chain’s ability to serve the final customers, thus affecting firms’ long-term goal accomplishment (Svensson, 2002).

The widespread disruptions cited in the literature (e.g., Chopra and Sodhi, 2004; Martha and Subbakrishna, 2002; Sheffi, 2005) underline that vulnerability of modern supply chains can subsequently result in supply chain disruptions and detrimental effects for firms (Hendricks and Singhal, 2005; Wagner and Bode, 2008).

Despite these obvious reasons for higher supply chain vulnerability and its impact on firm performance, the understanding of the supply chain vulnerability concept still remains on a conceptual and normative level (e.g., Jüttner et al., 2003; Peck, 2005; Svensson, 2004). While supply chain vulnerability is starting to receive some empirical support (e.g., Wagner and Bode, 2006), supply chain managers still need to be better
management (SCRM) is a necessity in today’s business. Among implementing various SCRM approaches. Jüttner et al. (2003) disruptions. As a result, vulnerability should be managed by promise the supply chain’s ability to handle supply chain disruption and supply chain vulnerability. The increasing risks in the supply chain context and the need to manage them. Fig. 2 depicts the relationship between the supply chain vulnerability index (SCVI) can be applied to real-world data.

The remainder of the article is organized as follows. Section 2 begins with a review of the theoretical foundations of supply chain vulnerability and its drivers. In Section 3, the graph modeling is explained. Empirical data is used to illustrate the application of the supply chain vulnerability index in Section 4. The graph modeling approach and the results of the empirical analysis are discussed in Section 5. The article concludes in Section 6 with limitations and recommendations for future research.

2. Supply chain vulnerability and its drivers

2.1. Conceptual framework for supply chain risk management

Because supply chain disruptions can have long-term negative effects on a firm’s financial performance (Hendricks and Singhal, 2003, 2005) it is widely accepted that supply chain risk management (SCRM) is a necessity in today’s business. Among others, Christopher and Lee (2004) or Tang (2006a) recognize the increasing risks in the supply chain context and the need to manage them. Fig. 2 depicts the relationship between supply chain disruption and supply chain vulnerability. The failure to understand the potential vulnerabilities can compromise the supply chain’s ability to handle supply chain disruptions. As a result, vulnerability should be managed by implementing various SCRM approaches. Jüttner et al. (2003) proposed in their agenda for future research in SCRM that new approaches have to be developed to assist managers to track the vulnerabilities of their supply chains. By understanding and managing these vulnerabilities, an organization can more clearly identify its options for SCRM (i.e., which SCRM approaches are appropriate in a given situation). Companies no longer retain their competitive advantage without a proactive SCRM approach to their vulnerabilities.

2.2. Supply chain vulnerability

Supply chain vulnerability has been defined broadly by Christopher and Peck (2004, p. 3) as “an exposure to serious disturbance” and by Jüttner et al. (2003, p. 200) as “the propensity of risk sources and risk drivers to outweigh risk mitigating strategies, thus causing adverse supply chain consequences”. Wagner and Bode (2006, p. 304) state that “supply chain vulnerability is a function of certain supply chain characteristics and that the loss a firm incurs is a result of its supply chain vulnerability to a given supply chain disruption”. Since then, Wagner and Bode (2009, p. 278) defined the concept of vulnerability in a supply chains context more precisely:

While a supply chain disruption is the trigger that leads to the occurrence of risk, it is not the sole determinant of the final loss. It seems consequential that also the susceptibility of the supply chain to the harm of this situation is of significant relevance. This leads to the concept of supply chain vulnerability. The basic premise is that supply chain characteristics are antecedents of supply chain vulnerability and impact both the probability of occurrence as well as the severity of supply chain disruptions.

For the purpose of this article, we adopt this latter definition. As a consequence, if supply chain managers can alleviate these supply chain characteristics, they can reduce its vulnerability and the detrimental effects for the focal firm and the supply chain as a whole.

2.3. Supply chain vulnerability drivers

According to the definitions, supply chain vulnerability is the result of certain “drivers” (supply chain characteristics or antecedents). The vulnerability of a supply chain itself cannot be observed, but the variables that determine the level of vulnerability.

Extending the more general reasons for increased vulnerability of supply chains discussed in Section 1, we categorize supply chain vulnerability drivers (SCVD) into three groups: supply side, demand side, and supply chain structure vulnerabilities.
Vulnerability drivers on the demand side reside in the downstream supply chain operation. This includes the customer (e.g., customer dependence, financial situation of the customer), the product and its characteristics (e.g., its complexity and life-cycle), the outbound supply chains (e.g., the physical distribution of products to the end-customer), the distribution and transportation operation required for serving the customer (Christopher and Lee, 2004; Erhun et al., 2007; Spekman and Davis, 2004; Svensson, 2004). Further, demand side vulnerability drivers can reside in the uncertainty surrounding the random demands of the customers (Nagurney et al., 2005; Tang, 2006b).

Vulnerability drivers on the supply side can reside in the supply base, the supplier portfolio or the supplier network (e.g., supplier-supplier relationships, supply base complexity, supply base structure) (Choi and Hong, 2002; Choi and Krause, 2006; Hallikas et al., 2004). When a supplier in the supplier network is vertically integrated by a direct competitor, forcing the termination of the relationship with the buying firm can also increase vulnerability of the supply chain for the buying firm (Chopra and Sodhi, 2004). Next, the characteristics of individual suppliers in a firm’s supplier portfolio can influence supply chain vulnerability. This concerns particularly the financial instability of suppliers and the consequences of supplier default, insolvency, or bankruptcy (Babich et al., 2007). Sheffii and Rice (2005) cite the example of the automobile manufacturer Land Rover that found itself in serious trouble after its only supplier of chassis frames, UPF-Thomson, suddenly and unexpectedly folded in 2001. The inability of suppliers to adapt to technological or product design changes may have detrimental effects on the customer’s costs and competitiveness (Zsidisin and Ellram, 2003). SCVDs that lie on the buyer–supplier interface include opportunistic behavior from suppliers (particularly in single-source purchasing arrangements) and the dependence on certain suppliers that leaves only a limited room for maneuvering for the buying firm (Gunipero and Eltantawy, 2004; Hallikas et al., 2005; Trelven and Schweikhart, 1988; Wagner and Johnson, 2004).

Vulnerability drivers in the supply chain structure stem to a large degree from the disintegration of supply chains and the globalization (and off-shoring) of value-adding activities (Srai and Gregory, 2008). Because “globalization requires a highly coordinated flow of goods, information, and cash within and across national boundaries” (Bowersox and Calantone, 1998, p. 84) disruptions can have severe impacts on these flows across national boundaries and consequently on supply chain performance (Hendricks and Singhal, 2005; Seshadri and Subrahmanian, 2005; Wagner and Bode, 2008). When supply chains have to cover a larger number of international markets and regions of the world, the more susceptible they are to natural and man-made disasters (Manuj and Mentzer, 2008; Myers et al., 2006). Furthermore, modern supply chains contain less “slack”, with lower inventories, fewer buffers and leaner logistics operations—making supply chains more fragile (McGillivray, 2000; Zsidisin et al., 2005). Likewise, Tang and Tomlin (2008, p. 12) observed that “[l]ong and complex global supply chains are usually slow to respond to changes, and hence, they are more vulnerable to business disruptions”.

In sum, the structure of the supply chain, the parties involved on the supply side and the parties involved on the demand side of the supply chain can all be considered major drivers of supply chain vulnerability.

2.4. Supply chain vulnerability at different levels of analysis

Supply chain vulnerability can be measured and managed at different levels, principally an entire economy, an industry, an entire supply chain, or only the focal firm. Likewise, decision makers at these different levels can define measures to reduce supply chain vulnerability. The higher the level, the more difficult it is for an individual firm to influence supply chain vulnerability.

It can be worthwhile to measure the vulnerability on the level of an economy. Prominent examples of supply chain disruptions that struck national economies are the 1999 earthquake in Taiwan or Hurricane Katrina that hit the United States in 2005. McKinnon (2006) provides a qualitative analysis of the vulnerability of the UK economy to the temporary disruption of the country’s road freight system. He concludes that individual firms can do little to reduce the vulnerability stemming from a temporary shut-down of road freight transportation. Instead, public policy makers would have to understand the vulnerability of supply chains to such a source of risk and take emergency measures in case a disruption occurs. In sum, a measure and a better understanding of supply chain vulnerability for a national economy can result in better informed decisions of policy makers with respect to an economy’s supply chain vulnerability.

The next level is the application of the concept of supply chain vulnerability to an industry. Supply chain vulnerability can vary among industries. In their study of the impact of supply chain disruptions on operating performance, Hendricks and Singhal (2005) show that industries are affected differently by supply chain disruptions.
chain disruptions. Other industry-specific examples include the high number of vulnerable suppliers in the automotive industry (Hannon, 2008; Wagner et al., 2009) or the shortages of certain commodities (e.g., electronic components, steel) on the supply market (Carbone, 2000; Stundza, 2005). In Section 4 we calculate SCVIs for different industries and draw conclusions for decision makers from this industry level analysis in Section 5.

A large number of SCRM publications concentrate their concepts and analysis on the supply chain (Vanany et al., 2008). For example, the fire at Philips’ Albuquerque plant, a supplier of radio-frequency chips for mobile phones, demonstrates how vulnerable nodes in supply chains can influence a firm’s performance. As a consequence of the drop in the supply of radio-frequency chips from Philips, mobile phone manufacturer Ericsson suffered a loss of about $400 million (Norrman and Jansson, 2004). In 2005, automotive supplier Robert Bosch failed to detect a defect in the Teflon coating on a small socket. The socket was supplied by Federal Mogul and the contaminated Teflon by DuPont. The part was built into diesel injection pumps which were supplied to customers like Audi, BMW, and DaimlerChrysler who suffered a loss of $150 million (Faisal et al., 2007a). The part was built into diesel injection pumps which were supplied to customers like Audi, BMW, and DaimlerChrysler who suffered a loss of $150 million (Faisal et al., 2007a). For example, the fire at Philips’ Albuquerque plant, a supplier of radio-frequency chips for mobile phones, demonstrates how vulnerable nodes in supply chains can influence a firm’s performance. As a consequence of the drop in the supply of radio-frequency chips from Philips, mobile phone manufacturer Ericsson suffered a loss of about $400 million (Norrman and Jansson, 2004). In 2005, automotive supplier Robert Bosch failed to detect a defect in the Teflon coating on a small socket. The socket was supplied by Federal Mogul and the contaminated Teflon by DuPont. The part was built into diesel injection pumps which were supplied to customers like Audi, BMW, and DaimlerChrysler who suffered a loss of $150 million (Faisal et al., 2007a). The part was built into diesel injection pumps which were supplied to customers like Audi, BMW, and DaimlerChrysler who suffered a loss of $150 million (Faisal et al., 2007a).

3. Graph modeling

A major contribution of this research is to quantify the vulnerability by developing and calculating a supply chain vulnerability index. The impact of the SCVIs outlined in Section 2.3 depends on the dynamics of the relationships among the drivers. In other words, the SCVIs have interdependencies. The reason is that vulnerability in one stage of the supply chain can influence the other stages’ vulnerability. For instance, lean inventory (i.e., supply chain structure) increases firms’ dependency on customers and suppliers; thus it will affect both supply side and demand side if errors in inventory planning were made. Therefore, it is important to consider these interdependencies among the drivers in the modeling effort. Therefore, graph modeling seems an appropriate method to quantify vulnerability and tap the interdependencies.

The idea of using graphs has begun to attract interest in fields from sociology (e.g., Voelkl and Noé, 2008) to TQM (Grover et al., 2004). In the supply chain area, agility, customer sensitivity, supply chain risk alleviation competency, and risk mitigation environment were approached with graph modeling (Faisal et al., 2006a, 2006b, 2007a, 2007b). However, no application in the SCRM context was found.

Graphs have two basic elements: the node (or vertex) and the edge (or link). By considering vulnerability drivers as vertices and the interdependencies between them as edges, a graph can be plotted for a specific supply chain. Graph modeling to measure vulnerability assists in converting supply chain vulnerability to an index. The use of this index will allow supply chain managers to better manage vulnerability. The manager can ascertain the level of total vulnerability that exists and take appropriate measures.

3.1. Weighted directed graphs

Similar to Faisal and colleagues (Faisal et al., 2006a, 2007a, 2007b), we propose that a weighted directed graph and its adjacency matrix can be applied to calculate the SCVI. The interactions among the vulnerability drivers as considered in this article are direction-dependent and thus these interactions and their intensities are represented by a weighted directed edge.

A graph, $G=(V,E)$, consists of two sets, vertices (denoted by $V$) and edges (denoted by $E$). $E$ is a set which consists of pairs $(u,v)$ of distinct elements from $V$ (i.e., $E \subseteq V \times V$). Graphs can be “directed” if its edge set is composed of ordered pairs of vertices. A directed graph that has numeric value (i.e., weight) associated with each edge is defined as weighted directed graph (Gibbons, 1985).

3.2. Representation of weighted directed graph

Each graph can be represented either through a graphical shape or an adjacency matrix. “The adjacency matrix of a simple graph is a square matrix with rows and columns labeled by graph vertices, with a 1 or 0 in position $(a_i, a_j)$ according to whether $a_i$ and $a_j$ are adjacent or not. For a simple graph with no self-loops, the adjacency matrix must have zero 0s on the diagonal” (Weisstein, 2008). Fig. 3 illustrates a weighted directed graph and its adjacency matrix.

For the weighted directed graph, its adjacency matrix could have in position $(a_i, a_j)$, the weight assigned to the edge connecting $a_i$ and $a_j$. In our approach, we calculate the adjacency matrix as follows:

$$
\begin{align*}
\begin{bmatrix}
    a_{ij} = w(a_i, a_j) & \text{if } i \neq j \\
    a_{ij} = \mu(a_i) & \text{if } i = j
\end{bmatrix}
\end{align*}
$$

where $w(a_i, a_j) = |\text{cor}(a_i, a_j)|$. It is the weight assigned to the edge between $a_i$ and $a_j$ calculated as the absolute value of the correlation between them (i.e., the strength of interdependency between vulnerability driver $i$ and $j$). And $\mu(a_i)$ is the mean value of $a_i$ (i.e., the expected outcome value for vulnerability driver $i$).

Although the graph representation clearly shows variables and their interdependencies, the use of the adjacency matrix is preferred to avoid complexity (Faisal et al., 2007a), and also matrices can be stored, retrieved and processed by computer programs such as Excel or Mathematica.

3.3. Supply chain vulnerability index

For calculating the SCVI we propose a four-step algorithm:

Step 1: Finding graph nodes: In the first step, the major drivers of supply chain vulnerability (i.e., graph nodes) have to be identified. Faisal et al. (2007a) proposed that this be developed within a “brainstorm” session with academic and industry experts. However, in our approach, we propose combining it with a statistical method. We use factor analysis (i.e., principal component analysis) to extract the main drivers of supply chain
vulnerability (i.e., graph nodes) from more objective and quantitative datasets. In order to calculate the value for SCVIs, the average of the vulnerability variables assigned to a factor should be calculated using the following formula:

\[ \text{when } i = j : a_{ij} = \frac{\sum_{k=0}^{n} \text{var}_j}{n} \]  

Step 2: Finding graph’s weighted and directed edges: Next, a correlation analysis must be conducted to reveal the interdependencies (their existence and strength) among SCVIs. For any edges, three characteristics have to be determined: (1) its existence, which is measured by a significant correlation between SCVIs; (2) its strength, which is the absolute value of the correlation; and (3) its direction, which has to be decided by supply chain managers.

Step 3: Calculating adjacency matrix permanent: Following the construction of the weighted directed graph, its adjacency matrix has to be developed, as explained above. Similar to Faisal et al. (2007b) we subsequently calculate the matrix permanent value in order to derive our SCVI (Horn and Johnson, 1990; Jerrum et al., 2004). Although the calculation of permanent function is possible for some matrices with approximation, for our purpose the permanent of an \(n \times n\) non-negative matrix \(A=(a(ij))\) is calculated as

\[ \text{per}(A) = \sum_{\sigma} \prod_{i} a(i, \sigma(i)) \]  

where the sum is over all permutations \(\sigma\) of \([1,2,\ldots,n]\) (Jerrum et al., 2004). Since permanent cannot be calculated for all the matrices (unlike determinant) there is no predefined or standard module in mathematical software packages. But as we deal with a simple \(n \times n\) matrix, we can calculate the permanent of adjacency matrix using Mathematica software.

Step 4: Comparing different SCVIs: After repeating steps 1 through 3 at various times to obtain several SCVIs, or calculating SCVIs for different units (e.g., different industries) the different SCVIs that are calculated have to be compared in terms of: (1) graphs’ order; (2) graphs’ size; and (3) graphs’ permanent values. If managers calculated SCVIs for the same supply chain but for different points in time (e.g., before and after the implementation of risk mitigation strategies), they can compare the differences by comparing the SCVIs. If the SCVI decreases, their strategies are effective. But if managers are comparing two different supply chains, then, everything being equal (all the first three steps), supply chains are considered equal in terms of vulnerability; otherwise the one with the higher SCVI is more vulnerable than the other.

4. Application to empirical data

In order to illustrate the application of the proposed approach with quantitative data, we collected data from a large number of firms and calculated SCVIs for different industries. The data were collected through a large-scale survey. The mailing and two follow-ups were sent to a sample of 4946 top-level logistics and supply chain management executives at German firms, resulting in 760 usable responses (response rate 15.4%). Non-response bias was assessed based on the procedure proposed by Armstrong and Overton (1977) indicating absence of non-response bias. The sample covered eight different industries. The firms’ annual sales ranged from less than US$10 million to US$90 billion (mean US$60.3 million), and the number of employees from <100 to 430,000 (mean 2913). Most of the respondents held executive positions in logistics and supply chain management (37.5%), or were C-level executives and owners (23.8%). On average, the respondents have worked in their position for 7.0 years and have been with their firm for 10.9 years. A more detailed breakdown of the sample can be found in Table 1.

Respondents were asked to indicate how their firms had been negatively affected by supply chain disruptions and how their supply chain design was structured (i.e., the drivers of supply chain vulnerability).

As outlined earlier, the first task has to be the extraction of major SCVIs out of vulnerability variables. In order to accomplish this we applied principal component analysis. The factor analysis identifies groups of inter-related supply chain vulnerability variables, reduces the number of variables by combining several variables into a single factor, and identifies the factors (in our case the SCVIs). In our illustrative example we had information pertaining to 10 supply chain vulnerability variables that were aggregated to overarching SCVIs. There are certainly more variables that could be considered as drivers of supply chain vulnerability (e.g., variables pertaining to information risks or process risks) but we did not have data about them in our illustrative data set. The assignment of the 10 supply chain vulnerability variables to the aggregated SCVIs is presented in Table 2. We were able to assign all available variables to the three SCVIs. Table 3 presents the differences in SCVIs’ mean values between industries.

After calculating the value of SCVIs for each record with formula (2), the correlation analysis was applied separately for each industry. The directions of edges were determined based on a review of the pertinent supply chain management literature and the judgments of six supply chain risk experts from academia and industry: two academics who had done extensive research in the area of supply chain risk, two managers from industrial firms who in the past assessed their firms’ supply chain risk, and two consultants from large top-management consulting firms who had supported clients in various industries in setting up supply chain risk management systems. These experts judged the directions of the edges independently. In case of disagreement, a member of the research team revisited the expert to come to a final conclusion about the directions. From the outcome of the correlation analysis (strength of the relationships) and the expert judgments (direction of the relationships), the graphs and consequently the SCVIs were calculated for each industry (Fig. 4).

<table>
<thead>
<tr>
<th>Industries</th>
<th>Frequency</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.—Food and consumer goods</td>
<td>61</td>
<td>8.0</td>
</tr>
<tr>
<td>2.—Engineered products</td>
<td>241</td>
<td>31.7</td>
</tr>
<tr>
<td>3.—Automotive</td>
<td>85</td>
<td>11.2</td>
</tr>
<tr>
<td>4.—Information and communication technology (ICT)</td>
<td>50</td>
<td>6.6</td>
</tr>
<tr>
<td>5.—Process manufacturing</td>
<td>107</td>
<td>14.1</td>
</tr>
<tr>
<td>6.—Wholesale and retail</td>
<td>67</td>
<td>8.8</td>
</tr>
<tr>
<td>7.—Logistics</td>
<td>130</td>
<td>17.1</td>
</tr>
<tr>
<td>8.—Others</td>
<td>18</td>
<td>2.4</td>
</tr>
<tr>
<td>Na</td>
<td>1</td>
<td>0.1</td>
</tr>
</tbody>
</table>

Annual revenues (in US$):<br>- < 10 million: 113 (14.9)<br>- 10 million–under 50 million: 182 (23.9)<br>- 50 million–under 100 million: 124 (16.3)<br>- 100 million–under 250 million: 112 (14.7)<br>- 250 million–under 500 million: 66 (8.7)<br>- 500 million–under 1 billion: 51 (6.7)<br>- 1 billion–under 10 billion: 55 (7.2)<br>- 10 billion or more: 38 (5.0)<br>Na: 19 (2.5)
5. Discussion and implications

In this article we demonstrated that graphs can be used as visual maps that facilitate the understanding of supply chain vulnerability and support decision making in SCRM. When supply chain managers inspect the vulnerability graph, they can more easily understand the relationship between different drivers. They can set priorities and execute appropriate measures for risk mitigation. Because “supply chain risk management is not for free, managers are compelled to seek an efficient allocation of risk management resources and a reasonable cost-benefit trade-off” (Wagner and Bode, 2009, p. 286). Given managers’ limited amount of resources such as time and money, the graph theoretical approach presented in this article can help them to make effective and efficient decisions and allocate an appropriate amount of resources to a particular supply chain vulnerability driver.

For instance, the graph in Fig. 5 shows vulnerabilities and their interdependencies in a supply chain. Managers can see that $D_1$ influences two other drivers and everything else being equal, it should be mitigated earlier than $D_4$. Another important aspect is that $\text{In-deg}(D_3)=3$ and the $\text{Out-deg}(D_3)=0$—hence it is called a “sink”—which means that $D_3$ can only be influenced by three other drivers and cannot influence others. Considering the graph

Table 2
Supply chain vulnerability drivers.

<table>
<thead>
<tr>
<th>Drivers of supply chain vulnerability</th>
<th>Main variables</th>
</tr>
</thead>
<tbody>
<tr>
<td>Demand side</td>
<td>Short products’ life cycles</td>
</tr>
<tr>
<td></td>
<td>Customers’ dependency</td>
</tr>
<tr>
<td></td>
<td>Low in-house production</td>
</tr>
<tr>
<td>Supply side</td>
<td>Small supply base</td>
</tr>
<tr>
<td></td>
<td>Suppliers’ dependency</td>
</tr>
<tr>
<td></td>
<td>Single sourcing</td>
</tr>
<tr>
<td>Supply chain structure</td>
<td>Global sourcing network</td>
</tr>
<tr>
<td></td>
<td>Lean inventory</td>
</tr>
<tr>
<td></td>
<td>Supply chain complexity</td>
</tr>
<tr>
<td></td>
<td>Centralized storage of finished products</td>
</tr>
</tbody>
</table>

Table 3
Supply chain vulnerability drivers’ mean for different industries.

<table>
<thead>
<tr>
<th>Industries</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
<th>5</th>
<th>6</th>
<th>7</th>
<th>8</th>
</tr>
</thead>
<tbody>
<tr>
<td>Demand side</td>
<td>2.92</td>
<td>2.49</td>
<td>2.89</td>
<td>3.01</td>
<td>2.67</td>
<td>2.64</td>
<td>2.96</td>
<td>2.77</td>
</tr>
<tr>
<td>Supply side</td>
<td>2.54</td>
<td>2.93</td>
<td>3.05</td>
<td>2.71</td>
<td>2.91</td>
<td>2.45</td>
<td>2.45</td>
<td>2.50</td>
</tr>
<tr>
<td>Supply chain structure</td>
<td>3.22</td>
<td>3.24</td>
<td>3.28</td>
<td>3.17</td>
<td>3.28</td>
<td>3.21</td>
<td>2.72</td>
<td>2.45</td>
</tr>
</tbody>
</table>

Fig. 4. Supply chain vulnerability indices (SCVIs) for different industries.

Fig. 5. Vulnerability graph, before and after applying SCRM.
nodes and edges, supply chain managers can apply risk management methods and implement mitigation strategies to omit or alleviate some of the vulnerability drivers. Fig. 5 shows the graph after $D_2$ has been omitted. As one can see, the resulting graph contains less vulnerability than it did prior to implementing the measures.

With the SCVI, we contribute a metric that can be readily applied in SCRM. Supply chain managers can assess the vulnerability of supply chains (e.g., across and between supply chains, or over time) and compare the effectiveness of different SCRM measures. From the comparison of SCVIs between industries, supply chain managers can identify industries with an overall low supply chain vulnerability, and potentially apply the supply chain risk management approaches of these industries as “best practice” in their own firms.

In addition, the implementation of such a supply chain vulnerability measurement system in a firm will foster an organizational culture and management style that help firms to increase their employees’ awareness of supply chain risks (Bititci et al., 2006). A “risk management culture” is a major consideration in reliable supply chains when firms have to respond to disruptions (Roberts, 1990).

Besides these general discussions and recommendations from our graph theoretical approach, it is warranted to discuss some noteworthy insights pertaining to the empirical data. The purpose of the data collected from 760 firms in Germany was to illustrate the application of graph theory.

The inspection of the SCVIs reveals that firms in the automotive industry are exposed to the highest supply chain vulnerability (SCVI=28.85), followed by firms producing and selling information and communication technology (ICT) (SCVI=25.82), and firms in process manufacturing (e.g., chemicals, oil and gas) (SCVI=25.42). Therefore, managers in these industries must be particularly concerned with supply chain disruptions. A similarity that can be observed is that for all three industries, supply chain structure (e.g., global setup and complexity of the supply chains), is the main driver of supply chain vulnerability. However, these industries differ in a way that in the ICT industry the demand (customer) side represents a higher degree of vulnerability than the supply (supplier) side, whereas in the automotive and process manufacturing industries, the vulnerability stemming from the supply side contributes to the firms’ overall vulnerability to a higher degree than the demand (customer) side. Therefore, managers in the automotive and process manufacturing industries should aim to reduce the risk stemming from the supply side.

Firms from the logistics, food and consumer goods and engineered products industries in our sample with SCVIs of 23.95, 23.92, and 23.62, have on average about the same level of supply chain vulnerability. For food and consumer goods firms and engineered products firms the supply chain structure is also the most important driver of supply chain vulnerability, and for logistics firms it is the demand side (the logistics service firms’ customers).

The German wholesale and retail firms’ supply chain vulnerability is the lowest of all industries covered in this survey (SCVI=20.67). Therefore, such trade firms must be less concerned with supply chain vulnerability than manufacturing and logistics service firms.

Insights from modeling and measuring supply chain vulnerability with the method we proposed in this article can also help other firms that are not directly involved in the supply chains, such as insurance companies. They might be interested in measuring and drawing comparisons of supply chain vulnerability in different industries in order to set their premiums (i.e., applying higher premiums to industries where vulnerability and hence chance of disruption and loss is higher).

6. Conclusions

In this article we presented a novel approach to measure and manage supply chain vulnerability. At its heart we utilized graph modeling to convert the “fuzzy” construct of supply chain vulnerability to an index (the SCVI). Our research hints at the advantages of using quantitative data to model and measure supply chain vulnerability, and closes a gap that exists with respect to the quantification of the multi-dimensional construct “supply chain vulnerability” (Kleindorfer and Saad, 2005).

Despite these merits, our research is not without limitations. First, the applicability of our proposed approach heavily depends on the availability of data that quantifies the drivers of supply chain vulnerability. While we have collected data on a number of drivers of supply chain vulnerability from 760 firms, practitioners will have difficulties obtaining such data for the supply chains their firms are involved in. Therefore, future research should investigate means of obtaining data other than through surveying firms (Boyer and Swink, 2008). Innovative approaches to tap available data sources to feed our graph model are needed.

Second, the reliability of the direction of the edges in the graphs depends on the quality of the experts’ judgment (Ayub, 2001). Research is needed to determine if the experts’ judgment (i.e., perception about the relationships among the drivers) is a good estimator of the “true” but unobservable relationships.

Third, while our graph theoretical approach lends itself to an ongoing analysis of supply chain vulnerability, we have applied it to a cross-sectional data set. A better understanding of the dynamic nature of supply chain vulnerability over time and the consequences for our proposed approach is necessary and up to future research (Singer and Willett, 2003).

Fourth, while we present one novel method to measure and illustrate supply chain vulnerability, there are other methods that might suit this task. The literature suggests a few approaches to quantify supply chain risk (Handfield et al., 2007) as well as supply chain risk maps or risk portfolios—the graphical representation of disruption probabilities and the associated revenue impact of supply chain risk (Manuj and Mentzer, 2008; Waters, 2007). Asbjoernslett (2009) sketches a generic fishbone diagram of internal and external factors contributing to supply chain vulnerability. Naim et al. (2002) provide a diagnostic tool (“health check”) for supply chains with graphical representations of uncertainty scores for several uncertainty sources (including supply side and demand side sources), Future research should further develop these methods to assess supply chain vulnerability and develop new ones, and compare such alternative methods to graph theory modeling in order to determine the superior approach—similar to what has been done in other fields (e.g., Gutierrez et al., 2008).

On the whole, our study lays the important groundwork for quantitative approaches to measure supply chain vulnerability. Managers should mitigate vulnerability proactively and collaboratively with other members of the supply chain (e.g., suppliers, suppliers’ suppliers, customers, customers’ customers) to reduce supply chain risk (Bogataj and Bogataj, 2007) and subsequently improve financial performance of the firm (Hendricks and Singhal, 2005). Assessing the vulnerability of their supply chains using graph theory can support them in this effort.
# Appendix A. Algorithm for calculating the SCVI

<table>
<thead>
<tr>
<th>Step</th>
<th>Graph</th>
<th>SCRM context</th>
<th>Tool</th>
<th>Input</th>
<th>Procedure</th>
<th>Output</th>
<th>Notes</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Finding graph nodes</td>
<td>Finding supply chain vulnerability drivers (SCVD)</td>
<td>Expert opinion or statistics methods (e.g., factor analysis)</td>
<td>Supply chain vulnerability variables</td>
<td>Asking experts for their opinion and/or running factor analysis to find major SCVDs, then calculating average of variables to have the value for major drivers</td>
<td>Major supply chain vulnerability drivers</td>
<td></td>
</tr>
<tr>
<td>2</td>
<td>Finding graph's weighted and directed edges</td>
<td>Finding SCVDs' interdependency (existence, strength, and direction)</td>
<td>Correlation analysis or expert opinion</td>
<td>Major supply chain vulnerability drivers</td>
<td>Running correlation analysis and/or asking experts for their opinion to find significant correlation between SCVDs</td>
<td>SCVDs' interdependency (existence, strength, and direction)</td>
<td>Negative correlations have to be considered as their absolute values</td>
</tr>
</tbody>
</table>
| 3 | Calculating the adjacency matrix permanent | Calculating supply chain vulnerability index (SCVI) | MATH function | Weighted directed graph of SCVDs | Calculating Permanent$(A_{nm})$: Order of graph $a_i$ when $i 
eq j$: $|\text{Corr}(a_i, a_j)| > 5$ $a_i$ when $i = j$: Mean($a_i$) | Supply chain vulnerability index (SCVI) | Mean($a_i$) has to be in 0–5 range |
| 4 | Comparing different graphs | Comparing different groups (e.g., industries, firms’ sizes, countries, product types) | MATH function | Weighted directed graphs of SCVDs | (1) Comparing graphs’ order (2) Comparing graphs’ size (3) Comparing graphs’ permanent values (4) If everything is equal, then A and B are equally vulnerable, otherwise one is more vulnerable than the other | Comparison of supply chain vulnerability among different groups | If graphs’ nodes are different, then their type and edge direction should be considered |
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